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[bookmark: _Toc462478989][bookmark: _Hlk154651783]Abstract of the contribution: This paper proposes a new solution for key issue#1: Identifying non-3GPP Devices Connecting behind a UE or 5G-RG.
1	Discussion
This solution is trying to resolve the following key issue.
[bookmark: _Toc153818402][bookmark: _Toc157692394][bookmark: _Toc153818395]5.4	Key Issue #4: Identifying non-3GPP Devices Connecting behind a UE or 5G-RG
[bookmark: _Toc153818403][bookmark: _Toc157692395]5.4.1	Description
This key issue will study whether and how 5GC identifies individual non-3GPP devices connecting behind a UE or 5G-RG and whether and how to provide policy control for the traffic associated with individual non-3GPP devices.
The use case that is associated with this key issue is the case where non-3GPP devices behind a UE or 5G-RG need to be identified.
The objective of this key issue is how an identifier is used by the network to control the traffic to/from UE or 5G-RG when the traffic is associated with the non-3GPP devices. This objective differs from existing support for AUN3 devices in TS 23.316 [7] because the objective is to enable the non-3GPP devices to be identified and to use only the subscription of the UE or 5G-RG to access the 5GC (i.e. the UE or 5G-RG should have to maintain only a NAS Context itself and not for each non-3GPP device).
Solutions to this key issue will address:
-	whether and how the 5GC identifies individual non-3GPP devices connecting behind a UE or 5G-RG. (e.g. in order to charge the individual non-3GPP devices),
-	whether and how to provide policy control for the traffic of individual non-3GPP devices connecting behind a UE or 5G-RG. Including whether and how to trigger policy control for the traffic of individual non-3GPP devices via PCF and NEF APIs, including whether and how to support concurrent services with differing QoS requirements launched by the different non-3GPP devices.
Editor's note:	It is FFS whether to include "whether and how the operator restricts the number of simultaneously active non-3GPP devices per SUPI (i.e. per subscription) " in this key issue.
NOTE 1:	Changes to the layer 1 or layer 2 protocols of non-3GPP devices are not in scope of this study. 5G authentication for non-3GPP devices behind 5G-RG is not assumed in this study.
NOTE 2:	Conclusions related to an 5G-RG should be shared with the Broadband Forum (BBF) and CableLabs. 
NOTE 3:	Solutions for Ethernet PDU Session should work in the presence of randomized MAC addresses.

2	Proposal
It is proposed to include the following changes in TR 23.700-32 V0.1.0.

[bookmark: _Toc93073650]		* * * * Start of Changes * * * *
[bookmark: _Toc22192650][bookmark: _Toc23402388][bookmark: _Toc23402418][bookmark: _Toc26386423][bookmark: _Toc26431229][bookmark: _Toc30694627][bookmark: _Toc43906649][bookmark: _Toc43906765][bookmark: _Toc44311891][bookmark: _Toc50536533][bookmark: _Toc54930305][bookmark: _Toc54968110][bookmark: _Toc57236432][bookmark: _Toc57236595][bookmark: _Toc57530236][bookmark: _Toc57532437][bookmark: _Toc93073662][bookmark: _Toc153818189][bookmark: _Toc157447962][bookmark: _Toc157692397][bookmark: _Toc16839382]6.0	Mapping of Solutions to Key Issues
Table 6.0-1: Mapping of Solutions to Key Issues
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[bookmark: startOfAnnexes]
* * * *Next of Changes * * * *
[bookmark: _Toc500949097][bookmark: _Toc92875660][bookmark: _Toc93070684][bookmark: _Toc157447963][bookmark: _Toc157692398]6.X	Solution #X: Supporting traffic differentiation for non-3GPP device with device identifier. 
[bookmark: _Toc500949098][bookmark: _Toc92875661][bookmark: _Toc93070685][bookmark: _Toc157447964][bookmark: _Toc157692399]6.X.1	Key Issue mapping
	[bookmark: _Toc500949099][bookmark: _Toc92875662][bookmark: _Toc93070686][bookmark: _Toc157447965]Solutions
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[bookmark: _Toc157692400]6.X.2	Description
[bookmark: _Toc500949101][bookmark: _Toc92875663][bookmark: _Toc93070687][bookmark: _Toc157447966]This solution resolves Key Issue #4 Identifying non-3GPP Devices Connecting behind a UE or 5G-RG, so that 5G system can provide traffic differentiation for the different non-3GPP devices with different Device Identifiers connected to the same UE or 5G-RG.
The following terms are used and defined:
Device Profile is a set of information regarding to the device, including, Device ID (e.g., IMEI, PEI, etc.), Device Identifier (optional, allocated by network if needed, when Device ID is not used as Device Identifier). It is created and stored in UDR. It may consist of: 
· Unique Device Identifier
· Device ID (optional)
· Device MAC address
· User specific QoS/Policy Settings
Device Identifier is unique identity of the device in PLMN, it can be IMEI, or PEI, or a new unique identifier allocated by network.
In this solution, it is assumed that Device Profile is created and stored in UDR with necessary device related parameters provided by AF reusing External Parameter Provisioning mechanism. and Device Identifier is determined or allocated if needed. The Device Profile information provisioned to Device, how to provision the Device Profile is out scope of this solution. When UE initiates the PDU session establishment/modification to carry the traffic from non-3GPP device behind the UE or 5G-RG, the Device Identifier is included, so that SMF obtains the user specific QoS/Policy parameters from PCF which may retrieve from UDR with Device Identifier if available. So the SMF determines the QoS parameters for the PDU session by considering the user specific QoS/Policy parameters.
[bookmark: _Toc157692401]6.X.3	Procedures
Editor's note:	This clause describes high-level procedures and information flows for the solution.
Depicted in Figure 6.X.3-1 is the high-level procedures for traffic differentiation of non-3GPP device behind the UE or -5G-RG, by identifying the device with Device Identifier.


Figure 6.X.3-1 high-level procedures for traffic differentiation of non-3GPP device behind the UE or -5G-RG
1. 5GC (e.g., UDM/UDR) creates the Device Profile for the device based on the request and parameters provided from AF directly or via NEF, which may contain device ID (e.g., IMEI, SUPI). During Device Profile creation, an unique Device Identifier is determined that can be Device ID. 
Editor's note: it is FFS what information is needed in Device Profile.
2. UDM/UDR provides the device a new unique Device Identifier that is used in PLMN if the device ID is not used as Device Identifier.
3. The Device Profile including Device Identifier is provisioned to the device. How to provision is out of this solution.
4. Non-3GPP device initiates connection to UE with Device Identifier in order to deliver the traffic data to DN via UE/5G network. 
5. UE triggers to initiate the PDU session establishment including Device Identifier
6. AMF sends Nsmf_PDUSession CreateSMContext Request including Device Identifier to SMF
7. SMF sends the SM policy control_create request to PCF, including device identifier.
8. PCF retrieve the specific QoS/Policy parameters of the Device Identifier from UDR if they are not available.
9. PCF sends the SM policy control_create response to SMF with the specific QoS/Policy parameters of the Device Identifier
10. SMF sends Nsmf_PDUSession CreateSMContext response to AMF
11. SMF determines the QoS parameters by considering the specific QoS/Policy parameters of the Device Identifier received from PCF.
12. Same as step 6-21 in figure 4.3.2.2.1-1 in TS 23.502 to complete the PDU session establishment.  
After the PDU session established, the traffic data from the device is treated with specific QoS.
[bookmark: _Toc157692402]6.X.4	Impacts on services, entities and interfaces
Editor's note:	This clause captures impacts on existing 3GPP nodes and functional elements.
UDM/UDR: 
· Support creating and storing the Device Profile. 
· Support link/unlink the User Identifier with UE subscription.
PCF: 
· Support to retrieve the parameters of the Device Profile from UDR
UE:
· Support NAS signalling (e.g., PDU session establishment/modification) with Device Identifier
* * * * End of Changes * * * *
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